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About ARCL   

 

• AMC Repo Clearing Limited (ARCL), is a Limited Purpose Clearing Corporation, established with 
the objective of deepening and widening the corporate bond repo market in India. ARCL has 
been granted recognition by SEBI under SECC Regulations, 2018, as a Limited Purpose Clearing 
Corporation. ARCL has been authorized by Reserve Bank of India (RBI) under Payment and 
Settlement Systems (PSS) Act, 2007 to offer central counterparty services to all trades executed 
on NSE and BSE in tri-party repo in corporate debt securities and to also act as a Tri-party Repo 
agent for repo trades in corporate debt securities. 

• The organisation is in important part financial industry and currently in nascent stage with high 
potential of growth.  

• The IT landscape for business of ARCL will require systems for Clearing & settlement, risk 
management, membership etc with interface with stock exchanges, clearing corporations and 
banks. All these systems have to be cyber safe and aligned to relevant regulatory requirements 
of SEBI and RBI.       

• The core business functions of ARCL are outsourced to a SEBI recognised MII (Market 
Infrastructure Intermediary) and all related IT systems are hosted in their premise in Mumbai. 
However, all user end points are at the corporate office. ARCL has also subscribed to few SaaS 
offerings.     

• The corporate office of ARCL is situated at The Windsor, off CST Road Kalina Santacruz East 
Mumbai 400098. 

      

About the role 

• CISO shall independently shoulder all responsibilities related to Information and Cyber security 
aligned to regulatory requirements stipulated by SEBI, RBI, CERT-In, NCIIPC and industry 
standards like ISO, NIST etc.  

• CISO shall be responsible for GRC functions as well as all technical aspects including BCP/DR for 
ARCL. 

• CISO shall be responsible for stake holder management including all supervisory/board level 
committees, auditors, vendors etc.   

• CISO shall work in close coordination with CTO and Managing Director while maintaining proper 
segregation of duty.   

       

Job Description/Responsibilities  

 

• The CISO shall be responsible for the definition and delivery of the overall Information Security / 
Cyber Security strategy and its implementation through relevant processes/technologies.  

• Effectively convey the Information Security /Cyber Security vision and strategy to the Governing 
Board, Top Management and the employees of the organisation. 

• The CISO shall provide strategic and technical assurance for the Cyber safe performance of the 
Digital and Information Technology function.  

• The CISO shall demonstrate managerial capability, develop and lead a right sized competent 
team. 

• Champion thought leadership in protecting the organisation from existing and emerging Cyber 
threats.  

• CISO shall ensure that IT architecture, application systems/solutions are secure by design and 
tested as per prevailing standards.  

• CISO shall ensure that all procurements as well as outsourcing of the ARCL are aligned to 
regulatory requirements /industry practices from Cyber Security perspective.  
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• CISO shall prepare ARCL for certifications like ISO 27001 and compliance with various Acts like 
DPDP, etc.  

• CISO shall develop, implement and evolve BCP/DR program for ARCL. 
 

Age 

 
Age of the applicants should be below 45 years as of May 31, 2025.  
 

Fit and Proper 

 
The candidate shall need to fulfil the fit and proper requirements under the SEBI SECC Regulations, 
2018 and RBI Regulations. 
 

Level 

 

• The CISO shall be two level below the Managing Director 

• The CISO shall be a Key Managerial Personnel (KMP) in the parlance of regulator  
 

Qualification 

 

• A minimum of a Masters’ degree from an accredited tertiary institution in Computer Science, 
Computer Engineering, Information Technology, Management Information System (MIS) or any 
other related field.  

• A minimum of fifteen (15) years post-Bachelor’s relevant work experience in a reputable 
organisation, five (5) years of which must be in a senior management position. 

• Must have a relevant industry skill-based certification(s) like CISSP etc.  
 

Terms 

 

• The appointment, terms and conditions, and remuneration shall be subject to the approval of 
the Board of Directors, shareholders and the regulators.  

• The retirement is on completion of 60 years of age or as per regulatory guidelines.  
 

Location 

 

• The position is based in Mumbai. 
 

Apply CV 

 

• Interested candidates can apply CV on hr@arclindia.com 


